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Introduction

IMS uses IP version 6 to address nodes and terminals in the network. IP addresses may be transported in SIP signaling messages and are actually transported in the Session Description Protocol (RFC 2327).  However, RFC 2327 considers only IPv4 addresess. Therefore, the use of IPv6 addresses is not compliant with RFC 2327. Currently TS 24.229 uses the RFC 2327 as a reference for the SDP protocol, even though IPv6 addresses are not allowed.

The IETF specification RFC 2327 defines the Session Description Protocol. The RFC is currently in the status of Proposed Standard, but the intention is to progress it into Draft Standard. In that process a new draft “draft-ietf-mmusic-sdp-new-03” (reference [1]) has been written which corrects and improves parts of RFC 2327. One of the improvements that draft “draft-ietf-mmusic-sdp-new-03” has added, is the possibility to address nodes with IPv4 or IPv6 addresses.
This contribution would like to propose to use “draft-ietf-mmusic-sdp-new-03” as a reference to SDP instead of the current RFC 2327 in 3G TS 24.229
Discussion

The MMUSIC Working Group in the IETF is currently updating the SDP specification in order to move it from Proposed Standard to Draft Standard. The Internet Draft draft-ietf-mmusic-sdp-new-03” is backwards compatible with the old RFC 2327. The new Internet Draft improves and fixed some of the known bugs in RFC 2327. Some of the changes made in the draft “draft-ietf-mmusic-sdp-new-03” compared to RFC 2327 are: 

· IPv6 addresses are included in the grammar (IPv6 addresses were not part of RFC 2327).

· The Connection Address of the “c=” line (Connection Data) is now exclusively using IP addresses. This will speed up the set-up of sessions (RFC 2327 allows Fully Qualified Domain Names in this line, and this will require at leat one DNS round trip to resolve it).

· “e=” (e-mail address) and “p=” (phone number) were mandatory, but now they are optional.

· New attribute “a=maxptime:<maximum packet time>” added.

· The media description line, "m=", may have multiple ports if "c=" has multiple addresses.

· Although not reflected in the current version of the new SDP draft, but worth to mentioning, new versions will include a new optional attribute “a=inactive” that may be used to signal that a media stream is temporarily inactive.
The Internet draft “draft-ietf-mmusic-sdp-new-03” was discussed in the 51st IETF meeting in London. The draft is already a working group item for the MMUSIC working group. It is supposed to be completed and get the status of an RFC before December 2001.

In the 51st IETF meeting in London it was clearly mentioned that although rfc2543bis-04 depends on the traditional SDP (RFC 2327), new revisions of rfc2543 will change its dependency to the new SDP draft. As rfc2543bis is scheduled to be completed in December, and it will eventually depend on the new SDP draft, the new SDP draft must be completed before December.
By referencing the new SDP draft instead of the RFC 2327 it will ensure that the draft “draft-ietf-mmusic-sdp-new-03” will be included in the list of drafts that 3GPP want to push forward in IETF to get them into RFC status within the 3GPP R5 timeframe.

Proposal

It is proposed to change the reference in 24.229 to use the new draft instead of RFC 2327. 

Proposed changes to 24.229:

                          ************** First proposed change ********************
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

For the purposes of the present document, the following terms and definitions apply.

Header: 

Editor’s note: To be provided.

Method: 

Editor’s note: To be provided.

Option tag: Option tags are unique identifiers used to designate new options in SIP. These tags are used in Require, Supported and Unsupported header fields. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.

Status code: The Status-Code is a 3-digit integer result code that indicates the outcome of the attempt to understand and satisfy the request. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.
For the purposes of the present document, the following terms and definitions given in RFC 2543bis [1] (Editor’s note – working title) apply.

Editor’s note:Noted by CN1 SIP ad-hoc #1:  The full definitions are included below for information purposes in the preparation of this specification. They will ultimately be deleted, leaving only the list of terms.

Client: An application program that sends SIP requests. Clients may or may not interact directly with a human user. User agents and proxies contain clients (and servers).

Proxy, proxy server: An intermediary program that acts as both a server and a client for the purpose of making requests on behalf of other clients. Requests are serviced internally or by passing them on, possibly after translation, to other servers. A proxy interprets, and, if necessary, rewrites a request message before forwarding it.

Redirect server: A redirect server is a server that accepts a SIP request, maps the address into zero or more new addresses and returns these addresses to the client. Unlike a proxy server , it does not initiate its own SIP request. Unlike a user agent server , it does not accept calls.

Registrar: A registrar is a server that accepts REGISTER requests. A registrar is typically co-located with a proxy or redirect server and MAY make its information available through the location server.

Server: A server is an application program that accepts requests in order to service requests and sends back responses to those requests.  Servers are either proxy, redirect or user agent servers or registrars.

Session: From the SDP specification: “A multimedia session is a set of multimedia senders and receivers and the data streams flowing from senders to receivers. A multimedia conference is an example of a multimedia session.” (Session Description Protocol [12]) (A session as defined for SDP can comprise one or more RTP sessions.) As defined, a callee can be invited several times, by different calls, to the same session. If SDP is used, a session is defined by the concatenation of the user name, session id, network type, address type and address elements in the origin field.

Stateful proxy: A logical entity that maintains state information at least for the duration of a SIP transaction. The behavior of a stateful proxy is further defined in section 12.3 of RFC2543bis [1].

Stateless proxy: A logical entity that does not maintain state for a SIP transaction. A stateless proxy forwards every request it receives downstream and every response it receives upstream.

User agent client (UAC): A user agent client is a client application that initiates a SIP request.

User agent server (UAS): A user agent server is a server application that contacts the user when a SIP request is received and that returns a response on behalf of the user. The response accepts, rejects or redirects the request.

User agent (UA): An application which can act both as a user agent client and user agent server.

                          ************** Third proposed change ********************

7
SDP types

7.1
SDP types defined by the IETF

Editor’s note: Need to formulate a title to this clause that does not include an organisation name.

Editor’s note: This clause is to be used to either endorse, or endorse with modification, those SDP types that have already been documented by the IETF SIP working group.

7.1.1
Introduction

Support for a SDP type also requires support for the associated procedures associated with that sending and receipt of that SDP type.

7.1.1
Session description types

Session description types shall apply as defined in table 14.

Table 14: Session description types

Type
Description
Reference
Support

v=
(protocol version)
[12] clause 6


o=
(owner/creator and session identifier).
 [12] clause 6


s=
(session name)
 [12] clause 6


i=* 
(session information)
 [12] clause 6


u=* 
(URI of description)
 [12] clause 6


e=* 
(email address)
 [12] clause 6


p=* 
(phone number)
 [12] clause 6


c=* 
(connection information - not required if included in all media)
 [12] clause 6


b=* 
(bandwidth information)
 [12] clause 6


One or more time descriptions (see below)

z=* 
(time zone adjustments)
 [12] clause 6


k=* 
(encryption key)
 [12] clause 6


a=* 
(zero or more session attribute lines)
 [12] clause 6


Zero or more media descriptions (see below)

7.1.2
Time description types

Time description types shall apply as defined in table 15.

Table 15: Time description types

Type
Description
Reference
Support

t=
(time the session is active)
 [12] clause 6


r=*
(zero or more repeat times)
 [12] clause 6


7.1.3
Media description types

Media description types shall apply as defined in table 16.

Table 16: Media description types

Type
Description
Reference
Support

m=
(media name and transport address)
 [12] clause 6


i=*
(media title)
 [12] clause 6


c=*
(connection information – optional if included at session-level)
 [12] clause 6


b=*
(bandwidth information)
 [12] clause 6


k=*
(encryption key)
 [12] clause 6


a=*
(zero or more media attribute lines)
 [12] clause 6


************** End of proposed changes ********************
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